授权服务安全配置：这个对象是用于约束哪些人可以来申请令牌，因为授权服务是默认暴露了一些端点（endPoint，如下表格中），这些暴露的端点也需要一些安全约束，有什么约束，由这个对象控制；

默认暴露的端点如下所列：

|  |  |  |
| --- | --- | --- |
| **/oauth/authorize：** | **AuthorizationEndpoint.class** | 验证； |
| **/oauth/token：** | **TokenEndpoint.class** | 获取token； |
| **/oauth/confirm\_access：** | **AuthorizationEndpoint.class** | 用户授权； |
| **/oauth/error：** | **AuthorizationEndpoint.class** | 认证失败； |
| **/oauth/check\_token：** | **CheckTokenEndpoint.class** | 资源服务器用来校验token； |
| **/oauth/token\_key：** | **TokenKeyEndpoint.class** | 如果使用JWT令牌，则公开用于令牌验证的公钥；配置方法中可以调用.tokenKeyAccess()设置 |

下面这个截图就是用于配置访问上述资源路径的条件，第一个设置代表允许表单认证，第二个checkTokenAccess表示check\_token这个endpoint必须授权后才能访问，